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Arming 

organizations

against   

undetected 

malware

180+ Employees and fast growing

120+ R&D in Zagreb, HQ in Cambridge, MA

PRIVATELY HELD, FOUNDED 2009

STRATEGIC BACKING AND FUNDING

In-Q-Tel strategic partnership formed in 2011

Series A Investment from Trident Cybersecurity
and JPMorgan Chase in 2017

CUSTOMERS AND PARTNERS

Top customers in Financial Services, 
Technology, Oil & Gas, Healthcare, Retail, 
Media, Insurance

Key government agencies and military

8 out of top 10 security companies

www.reversinglabs.com
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What’s our mojo...
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● Privacy 
● High speed & scalable 
● In-depth file visibility

● Largest malware DB 
● Malware hunting features
● Enterprise infrastructure integration
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File Analysis

TitaniumScale
2B+ files per week
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SECURITY 
TEAM

FILE LAKE

INSPECT FILES 
for comprehensive 

coverage and 
classification

COLLECT INTEL 
on files in your 
organization

ENRICH DATA
for security platforms 
to expose malware

RESPOND FASTER 
and more effectively 
to improve defenses

DATA LAKE

EVENTS

Use case: JP Morgan Chase
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